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Abstract of the contribution: This contribution proposes an update to solution 6.6.1.
Discussion
In solution 6.6.1, there is a following Editor's note.
Editor's note: It is FFS whether the requested SSC mode is indicated as part of the DN name or as a separate indication.
Data Network Name describes the data network and it is used by the UE to indicate the data network the UE wants to connect. DNN is configured by operators and it is kind of semi-static value. On the other hands, required SSC mode for the specific service is decided by the service provider. If the SSC mode is indicated as a part of the DNN, operators may need to updates DNN configuration of all UEs whenever service provider introduces new service. Also some operators may want to limit SSC mode according to its subscription which is more dynamic information compared to DNN configuration. So it is proposed to remove the Editor's note and use separate SSC mode indication.

In solution 6.6.1, there are three different modes as follows:
-	SSC mode 1: The same TUPF is maintained regardless of the access technology (e.g. RATs and cells) a UE is using to access the network.
-	SSC mode 2: The same TUPF is only maintained across a subset (i.e. one or more, but not all) of the access network attachment points (e.g. cells and RATs), referred to as the serving area of the TUPF. When the UE leaves the serving area of a TUPF, the UE will be served by a different TUPF suitable for the UE's new point of attachment to the network.
-	SSC mode 3: In this mode the network allows the establishment of UE connectivity via a new TUPF to the same data network (DN) before connectivity between the UE and the previous TUPF is terminated. When trigger conditions apply, the network selects a target TUPF suitable for the UE's new point of attachment to the network. While both TUPFs are active, the UE either actively rebinds applications from the previous to the new address/prefix, or alternatively, the UE waits for flows bound to the previous address/prefix to end.
A UE can determine the SSC mode based on application request or provisioned policy. Current description seems that when a UE has multiple applications that require different SSC modes, the UE needs to establish different PDU session with different SSC mode. For example, if a UE has three applications and each application requires SSC mode 1, SSC mode 2 and SSC mode 3, the UE needs to establish three different PDU sessions even if those PDU sessions are connected to the same DN. This mechanism may increase number of PDU sessions per UE and as a result NextGen Core Network needs to manage more PDU sessions compared to the EPC network.
If application traffic is generated continuously, it is better to establish a new PDU session for the specific SSC mode. However, if application traffic is generated by specific event, it is better to use existing PDU session if same level of session and service continuity is guaranteed. For example, when a UE has a PDU session with SSC mode 3 for the default internet connection, the UE may start a video streaming service which may requires PDU session with SSC mode 2. In this scenario, existing PDU session with SSC mode 3 can support video traffic and new PDU session with SSC mode 2 is not necessary.
It is proposed to use existing PDU session if the existing PDU session provides higher level of session and service continuity. Table 1 shows whether existing PDU session is allowed to send traffic with other SSC mode when new SSC mode is required by the new traffic.
[bookmark: _GoBack]
[bookmark: _Ref463422418]Table 1. Applicability of existing PDU session when new SSC mode is required
	New SSC mode

Existing PDU session
	SSC mode 1
	SSC mode 2
	SSC mode 3

	PDU session with SSC mode 1
	O
	O
	O

	PDU session with SSC mode 2
	X
	O
	X

	PDU session with SSC mode 3
	X
	O
	O


O: Allowed	X: Not allowed


Proposal
It is proposed to add the following solution to the TR 23.799 for Study on Architecture for Next Generation System.

* * * * Start of 1st Change * * * * 

[bookmark: _Toc463017110]6.6.1.1.4	Solution principles
[bookmark: _Toc463017111]6.6.1.1.4.1	Mode selection and network support
The following principles apply:
-	When requesting a PDU session, the UE may indicate the requested session and service continuity (SSC) mode by including requested SSC mode indication as part of the PDU session setup signaling to the network. How the UE can determine the requested SSC mode is specified in clause 6.6.1.1.4.
Editor's note:	It is FFS whether the requested SSC mode is indicated as part of the DN name or as a separate indication.
-	The serving network receives the list of supported SSC modes and the default SSC mode per data network per subscriber as part of the subscription information from the subscriber database.
-	The serving network selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration. 
NOTE 1:	A serving network may be configured  to modify  the SSC mode requested by the UE for different reasons, e.g. the serving network may prefer to avoid SSC mode 1 for a specific data network to avoid concentrating traffic on centralized peering points with the related data network.
-	If a UE does not provide an SSC mode when requesting a new PDU session, then the network selects the default SSC mode listed in the subscription (for the data network to connect to) or applies local configuration to select the SSC mode. 
-	After selecting the SSC mode, the network either (a) accepts the PDU session request from the UE and indicates the selected SSC mode to the UE, or (b) the network rejects the PDU session request and sends the selected SSC mode and a cause value to the UE indicating that the selected SSC mode is already used by another PDU session in the UE.
-	SSC modes apply per PDU session. A UE may request different SSC modes for different PDU sessions, i.e. different PDU sessions which are active in parallel for the same UE may have different SSC modes.
-	Before a UE requests a PDU session with specific SSC mode based on application request, the UE checks whether existing PDU session can be used for the application. If the existing PDU session can be used while satisfying session and service continuity requirement, the UE does not request PDU session establishment with new SSC mode. Table 6.6.1.1.4.1-1 shows whether existing PDU session is allowed to send traffic with other SSC mode when new SSC mode is required by the new traffic.

Table 6.6.1.1.4.1-1: Applicability of existing PDU session when new SSC mode is required
	New SSC mode

Existing PDU session
	SSC mode 1
	SSC mode 2
	SSC mode 3

	PDU session with SSC mode 1
	O
	O
	O

	PDU session with SSC mode 2
	X
	O
	X

	PDU session with SSC mode 3
	X
	O
	O



-	The SSC mode is not changed during the lifetime of a PDU session.
-	TUPF selection: When selecting the TUPF for a PDU session, the network takes the UE's current point of attachment and the requested SSC mode into account.
NOTE 2:	It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).

[bookmark: _Toc463017112]6.6.1.1.4.2	SSC mode 1
The following principles apply:
-	The assigned TUPF is maintained during the lifetime of the PDU session, i.e. the TUPF is not changed by the network.
[bookmark: _Toc463017113]6.6.1.1.4.3	SSC mode 2
The following principles apply:
-	Triggers for redirection to a different TUPF
-	The network decides whether the TUPF assigned to a UE's PDU session needs to be redirected based on UE mobility, local policies (e.g. information about the serving area of the assigned TUPF).
-	Redirection procedure
-	The network redirects the UE's traffic to a different TUPF by first releasing the user plane path associated with the current TUPF and then setting up a user plane path corresponding to a new TUPF. Two solution variants are described below, one where the PDU session is preserved when reallocating the TUPF and one where the network is disconnecting the UE's PDU session corresponding to the current TUPF and requesting the UE to reactivate the PDU session immediately which results in selection of a new TUPF.
-	During this process,  the UE remains attached.
-	The network selects a TUPF based on the UE's current point of attachment to the network.
NOTE:	It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).
[bookmark: _Toc463017114]6.6.1.1.4.4	SSC mode 3
The following principles apply:
-	Triggers for redirection to a different TUPF:
-	The network decides whether the TUPF assigned to a UE's PDU session needs to be redirected based on local configuration (e.g. information about the serving area of the assigned TUPF).
-	Redirection procedure:
-	The network indicates to the UE that traffic on one of the UE's active PDU sessions needs to be redirected. The network also starts a timer and indicates the timer value to the UE.
-	The user plane path is established towards a new TUPF. Two solution variants are described below, one where the PDU session is re-used also for the additional user-plane path and one where an additional PDU session is established. The network selects a new TUPF based on the UE's current point of attachment to the network.
NOTE 1:	It is not precluded that other information is also taken into account for TUPF selection (e.g. as determined by other key issues).
-	If the UE has sent a request for an additional PDU session to the same DN without a prior indication from the network that the active PDU session needs to be redirected, then the network rejects the UE's request.
-	Once the new user plane path associated with the new TUPF has been established, the UE may perform one of the following options:
-	Option 1: The UE actively redirects application flows bound to the previous TUPF to the new TUPF e.g. by using upper layer session continuity mechanisms. Once the UE has finished redirecting applications flows to the new TUPF, the previous TUPF is released.
-	Option 2: The UE steers new application flows to the new TUPF. Existing flows via the previous TUPF continue until the flows terminate. Once all flows using the previous TUPF have ended, the previous TUPF is released.
	When Option 2 is used, Multi-homed PDU session may be used to send application flows bound to the previous TUPF. Tunnel between the previous TUPF and new TUPF is used to forward those flows.
Editor's note:	It is FFS whether Multi-homed PDU session based session continuity is selected as a solution.
NOTE 2:	The details of the previous options are beyond the scope of 3GPP.
-	If the previous TUPF has not been released when the timer expires, or alternatively if the network detects inactivity on the previous TUPF, the network releases the previous TUPF.
Editor's note:	Whether there is an issue related to per session bitrate enforcement when the UE temporarily has two active PDU sessions to the same data network depends on the QoS key (specifically whether the session bitrate applies per PDU session or across all PDU sessions to the same data network and where the session bitrate is enforced, i.e. in AN or UP entity) issue and is FFS.


* * * * End of Changes * * * *
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